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SYSTEMS AND METHODS FOR SIDEBAND
COMMUNICATION BETWEEN DEVICE AND
HOST TO MINIMIZE FILE CORRUPTION

FIELD OF THE INVENTION

This relates to systems and methods for communicating
between a device and a host and, more particularly, to systems
and methods for minimizing file corruption when communi-
cating between a device and a host.

BACKGROUND OF THE DISCLOSURE

File corruption can occur when a communications inter-
face is abruptly disconnected. For example, file corruption
can occur when a disrupted file transfer results in incomplete
data on a device.

As used herein, the term file system data refers to any data
that represents information about a file system. For example,
file system data can include one or more pointers to other data
in a file system (e.g., a file allocation table). In some systems,
file system data can include directory information such as
data representing a directory’s contents (e.g., a directory
table).

When file system data is corrupted, all or a portion of the
files in the file system may become inaccessible. For example,
corrupted file system data may include pointers that don’t
accurately indicate the location of file data. Accordingly, file
corruption can be even more problematic when file system
data, as opposed to actual file data, is corrupted.

Some traditional communications systems attempt to
minimize file corruption by repeatedly transmitting file sys-
tem data during communications. However, such systems still
experience significant file corruption if the communications
interface is disrupted when transmitting file system data. In
such a scenario, the file system data won’t match the actual
file data, and all or a portion of the files in the file system may
be inaccessible.

SUMMARY OF THE DISCLOSURE

Communications systems and methods for minimizing file
corruption when communicating between a device and a host
are provided. In accordance with the invention, a host can
communicate with a device on a primary communications
channel and a sideband communications channel. Both chan-
nels may pass through the same communications interface,
but each channel may correspond to different protocols and/
or subsystems in the host and the device. For example, a host
can communicate with a device in accordance with a Univer-
sal Serial Bus (USB) protocol, but the communications may
include both a primary communications channel for transfer-
ring data between file systems and a sideband communica-
tions channel for transferring commands between control
circuitry. Accordingly, data can be transferred on a primary
communications channel in accordance with a standard data
transfer protocol, and commands can be transferred on a
sideband communications channel without interfering with
the data or requiring any modification of the data transfer
protocol.

To initiate a file transfer, a host can transfer data (e.g., file
data and/or file system data) to a device on a primary com-
munications channel. The device can then temporarily store
the received data in a memory circuit until a command is
received indicating that the file has been completely trans-
ferred. In order to avoid interfering with the data transfer, the
host can provide such a command to the device on a sideband
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communications channel. Upon receiving the command, the
device can integrate the received data into its file system by
transferring the data from the memory circuit to a more per-
manent storage component. If the communications interface
is disconnected before such a command is received, the tem-
porarily stored data can be considered incomplete and can be
deleted. Accordingly, file corruption can be minimized
because only complete data may be integrated into the
device’s file system.

In some embodiments, the invention focuses on preserving
the integrity of file system data because the most problematic
file corruption occurs when file system data is corrupted. For
example, incomplete file system data can render a large por-
tion of a file system inaccessible. Given the importance of file
system data and practical limits on memory size, a device may
only temporarily store file system data in a memory circuit.
For example, a device can temporarily store file system data
in a memory circuit, while storing file data in the device’s
more permanent storage component. If the device eventually
receives a command indicating that a section of the file trans-
fer is finished, the device can integrate the file system data
into its file system by transferring the file system data from the
memory circuit to the storage component. If the communica-
tions interface is disconnected before such a command is
received, the data from the memory circuit can be deleted.
Accordingly, the integrity of the file system data may be
maintained.

In accordance with some embodiments, a method for mini-
mizing file corruption during a file transfer from a host to a
device is provided. The method can include storing received
file system data in a memory circuit and storing received file
data in a storage component. The method can further include
receiving an end command indicating that a file transfer sec-
tion is finished. The method can also include transferring the
received file system data from the memory circuit to the
storage component based at least on the receiving the end
command.

In accordance with some embodiments, a method for mini-
mizing file corruption during a file transfer from a host to a
device is provided. The method can include transmitting file
system data on a primary communications channel and trans-
mitting file data on the primary communications channel. The
method can also include transmitting, on a sideband commu-
nications channel, an end command indicating that a file
transfer section is finished.

In accordance with some embodiments, a file transfer sys-
tem for minimizing file corruption during a file transfer is
provided. The system can include a host operable to transmit
file system data and file data on a primary communications
channel and commands on a sideband communications chan-
nel. The system can also include a device coupled to the host.
The device can include a storage component operable to store
file data received from the host on the primary communica-
tions channel and a memory circuit coupled to the storage
component. The memory circuit can be operable to tempo-
rarily store file system data received from the host on the
primary communications channel until the device receives,
on the sideband communications channel, a command indi-
cating that a file transfer section is finished. The device can be
operable to transfer file system data from the memory circuit
to the storage component when the device receives such a
command.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other features ofthe invention, its nature and
various advantages will be more apparent upon consideration
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of the following detailed description, taken in conjunction
with the accompanying drawings, in which like reference
characters refer to like parts throughout, and in which:

FIG. 1 is a simplified schematic of a communications sys-
tem in accordance with some embodiments of the invention;

FIG. 2 is a simplified communications sequence in accor-
dance with some embodiments of the invention;

FIG. 3 is a simplified schematic of a communications sys-
tem in accordance with some embodiments of the invention;

FIG. 4 is an illustrative flowchart of a method for minimiz-
ing file corruption in accordance with some embodiments of
the invention; and

FIG. 5 is an illustrative flowchart of a method for minimiz-
ing file corruption in accordance with some embodiments of
the invention.

DETAILED DESCRIPTION OF THE
DISCLOSURE

FIG. 1 includes communications system 100 in accordance
with some embodiments of the invention. System 100 can
include host 110, interface 130, and device 150. Host 110 and
device 150 can communicate through interface 130. For
example, interface 130 can be a cable coupling host 110 with
device 150 so that host 110 can send files to device 150.

Host 110 can be any device with a file system and circuitry
for communicating with other devices. For example, host 110
can be adesktop computer or a laptop computer. Host 110 can
include processor 112, communications circuitry 114, and
file system 120. Processor 112 can be coupled with both
communications circuitry 114 and file system 120. Commu-
nications circuitry 114 can also be coupled with file system
120.

Processor 112 can include any suitable processor for per-
forming software instructions. In embodiments where host
110 is a computer, processor 112 can include a central pro-
cessing unit. In other embodiments, processor 112 can
include any suitable processor (e.g., a microprocessor). Pro-
cessor 112 can run one or more software programs stored in
host 110. For example, processor 112 can run operating sys-
tem software that controls the general operation of host 110.
Processor 112 can run application software stored in host 110.
For example, processor 112 can run software that allows a
user to select one or more files to send to device 150.

File system 120 can be any suitable file system for storing
data in host 110. For example, file system 120 can be an File
Allocation Table (FAT) file system or a New Technology File
System (NTFS). File system 120 can include a storage com-
ponent for storing data (e.g., a hard disk drive or a solid-state
drive). File system 120 can provide data to and receive data
from processor 112. For example, file system 120 can store
data from processor 112 in a storage component. File system
120 can include circuitry (e.g., driver circuitry) for control-
ling the transfer of data to device 150. For example, file
system 120 can include driver circuitry for generating file
system data related to the transfer of data to device 150.

Communications circuitry 114 can include any circuitry
suitable for communicating with device 150. For example,
communications circuitry 114 can include circuitry for com-
municating in accordance with a Universal Serial Bus (USB)
protocol. Communications circuitry 114 can receive data
from file system 120 (e.g., file data or file system data) for
transmission to device 150. Communications circuitry 114
can also receive commands from processor 112 for transmis-
sion to device 150. In some embodiments, communications
circuitry 114 can convert data from file system 120 and com-
mands from processor 112 to one or more signals complying

10

15

20

25

30

35

40

45

50

55

60

65

4

with a communications protocol (e.g., a USB protocol), and
can then transmit the signals to device 150. For example,
communications circuitry 114 can convert data from file sys-
tem 120 and commands from processor 112 to a pair of
differential signals in compliance with the USB protocol.
Communications circuitry 114 can transmit data from file
system 120 with commands from processor 112 so that the
data is on a primary communications channel (e.g., a file
system channel) and the commands are on a sideband com-
munications channel.

In some embodiments, communications circuitry 114 can
only communicate either data from file system 120 or com-
mands from processor 112 at any particular time. However,
communications circuitry 114 may be able to rapidly switch
between communicating data from file system 120 and com-
mands from processor 112. Accordingly, communications
circuitry 114 can be considered to be communicating both
data from file system 120 and commands from processor 112
at substantially the same time. In other embodiments, com-
munications circuitry 114 can integrate data from file system
120 with commands from processor 112 so that both can be
communicated at literally the same time. For example, com-
munications circuitry 114 can encode data from file system
120 on a primary carrier frequency and commands from
processor 112 on a sideband carrier frequency.

Interface 130 can be any suitable interface for facilitating
communications between host 110 and device 150. Interface
130 can be a physical interface (e.g., a cable or a docking
station). In some embodiments, interface 130 can include a
single conductor (e.g., wire) or single set of conductors that
supports communications over all channels. For example,
communications interface 130 can include a pair of conduc-
tors for transmitting a differential data signal that includes
both a primary channel and a sideband channel. In some
embodiments, interface 130 can include a different conductor
or different sets of conductors for each communications chan-
nel. For example, communications interface 130 can include
a first pair of conductors for transmitting a differential data
signal that includes a primary channel and a second pair of
conductors for transmitting a differential data signal that
includes a sideband communications channel. In some
embodiments, interface 130 can be a wireless interface, and
any apparatus necessary for wireless communications (e.g.,
one or more antennas) can be provided in both host 110 and
device 150.

Device 150 can be any device with a storage component
and circuitry for communicating with hosts. In addition to
communicating with hosts, device 150 may be able to per-
form one or more additional functions. For example, device
150 can be a portable media device that can store and play
media.

Device 150 can include storage component 152 and com-
munications circuitry 160. Storage component 152 can be any
component suitable for storing data. For example, storage
component 152 can be a hard disk drive or a solid-state drive
(e.g., a flash drive).

Communications circuitry 160 can include any circuitry
suitable for communicating with host 110. For example, com-
munications circuitry 160 can include circuitry for commu-
nicating in accordance with a USB protocol. Communica-
tions circuitry 160 can receive one or more signals from host
110 and convert the signals into various communications
channels. For example, communications circuitry can convert
received signals into a primary communications channel with
data from file system 120 (e.g., file data or file system data)
and a sideband communications channel with commands
from processor 112. Communications circuitry 160 can route
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one or more portions of each communications channel to
other circuitry within device 150. For example, communica-
tions circuitry 160 can route received file data to storage
component 152.

Communications circuitry 160 can include memory 162
for temporarily storing received data. Memory 162 can be any
memory circuit that is suitable for temporarily storing data.
For example, memory 162 can be a buffer that includes Ran-
dom Access Memory (RAM). Communications circuitry 160
can store received data in memory 162. In some embodi-
ments, memory 162 can store only received file system data,
and any received file data can be routed directly to storage
component 152. In other embodiments, memory 162 can
store all received data, including both file system data and file
data.

Memory 162 can also store one or more storage block
addresses associated with data stored in memory 162. For
example, a communications channel can provide one or more
storage block addresses, each address associated with a unit
of file system data (e.g., a first address associated with a file
allocation table and a second address associated with direc-
tory information), and memory 162 can store these addresses
along with the associated file system data.

While FIG. 1 shows memory 162 within communications
circuitry 160, it is understood that memory 162 can be located
anywhere within device 150 without deviating from the spirit
and scope of the invention.

Communications circuitry 160 can operate based on com-
mands provided through a sideband communications channel
from host 110. For example, processor 112 can provide a
command that is encoded into a sideband communications
channel, and communications circuitry 160 can perform a
particular function based on the command. In some embodi-
ments, communications circuitry 160 can transfer data stored
in memory 162 to storage component 152 based on a com-
mand received on a sideband communications channel. When
storage block addresses are also stored in memory 162, com-
munications circuitry 160 can transfer the associated data to
locations in storage component 152 based on the storage
block addresses.

In some embodiments, communications circuitry 160 can
delete the contents of memory 162. For example, communi-
cations circuitry 160 can delete the contents of memory 162
based on a command received on a sideband communications
channel indicating that a file transfer section is beginning.
Deleting the contents of memory 162 in this manner can
ensure that any data previously stored in memory 162 is not
accidentally combined with data received during the file
transfer section.

FIG. 2 includes a communications sequence 200 in accor-
dance with some embodiments of the invention. Communi-
cations sequence 200 can include a series of commands and
data for host 110 to communicate to device 150 on one or
more communications channels. Communications sequence
200 can, for example, include commands and data for host
110 to send files 1 through N and the associated file system
data to device 150. Communications sequence 200 can
include a section of commands and data for each file being
transferred and any other communications events. For
example, communications sequence 200 can include file
transfer sections 210, 220, 230, and 240, as well as eject
section 250. Each file transfer section can include data and
commands for transferring a single file. Eject section 250 can
include data and commands for disconnecting a host from a
device.
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Each file transfer section can include the data of the file
being transferred (i.e., file data). For example, file transfer
section 210 can include FileDatal 216 that represents all of
the data in that particular file.

Each file transfer section can also include data about the file
system of the receiving device (i.e., file system data) that
incorporates the file being transferred. As previously set forth,
file system data can include data representing information
about a file system. For example, file system data can include
a file allocation table (e.g., FAT0 or FAT1). In some embodi-
ments, file system data can include directory information
about the directory to which the file is being transferred. Such
directory information can include, for example, a listing of
the files in the directory, a listing of the size of each file in the
directory, a listing of the date or time that each file in the
directory was last modified, the format in which the user
prefers to view the directory (e.g., a display preference), any
other suitable information about a directory or the files stored
therein, and/or any combination of the above. As previously
explained, the integrity of file system data can be important
for minimizing file corruption because the file system data
represents the structure of the file system. Accordingly,
incomplete file system data can render the file data for one or
more files inaccessible.

Continuing the example of communications sequence 200,
file transfer section 210 can include FileSystemDatal 214
that can represent file system data incorporating the new file.
For example, FileSystemDatal 214 can include a new file
allocation table (FAT), updated directory information (e.g.,
an updated listing of the contents of a directory), or any other
suitable file system data needed to incorporate the new file
(e.g., FileDatal 216) into a device’s file system.

While the file transfer sections shown in FIG. 2 each
include data for transferring only a single file, it is understood
that multiple files can be transferred in one file transfer sec-
tion without deviating from the spirit and scope of the inven-
tion. For example, a file transfer section can include file
system data and multiple units of file data (e.g., FileDatal 216
along with other units of file data). In this manner, a file
transfer section can include data for transferring multiple
files. In some embodiments, data for transferring all of the
files in a communications sequence can be provided in a
single file transfer section. However in some embodiments, it
may be advantageous to transfer only a single file in each file
transfer section because shorter file transfer sections may
result in less data loss if the communications interface is
abruptly disconnected. For example, disconnecting a com-
munications interface during a file transfer section can result
in losing all data transferred during that section, and therefore
shorter file transfer sections may be desirable.

While not shown in FIG. 2, it is understood that a commu-
nications sequence can also include data representing the
location where file data and file system data are to be stored
when received by a device. In some embodiments, a commu-
nications sequence can include an address for each unit of
data (e.g., a storage block address) that specifies where that
unit of data is to be stored in the receiving device’s storage
component. For example, communication sequence 200 can
include a storage block address specifying that FileDatal 216
is to be stored in a particular block in the receiving device’s
storage component. Moreover, communications sequence
200 can include a storage block address specifying where
FileSystemDatal 214 is to be stored. For example, if FileSys-
temDatal 214 includes a file allocation table, the correspond-
ing storage block address can indicate where FATO0 or FAT1
are to be stored in the receiving device’s storage component.
In some embodiments, multiple units of file system data can
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be provided in a file transfer section, and a storage block
address can be provided for each unit. For example, a file
transfer section of a communications sequence can include
both an updated file allocation table and updated directory
information, and a storage block address can be provided for
each.

While FIG. 2 shows file system data preceding file data, it
is understood that file system data and file data can be pro-
vided in any order without deviating from the spirit and scope
of the invention. For example, FileSystemDatal 214 can be
provided after FileDatal 216 in some embodiments. It is
further understood that portions of file system data can be
interspersed with portions of file data without deviating from
the spirit and scope of the invention.

In accordance with some embodiments of the invention,
file data, file system data, and any associated storage block
addresses can be sent to a device on a primary communica-
tions channel. For example, FileSystemDatal 214 and File-
Datal 216 can be sent to a device on a primary communica-
tions channel.

In addition to file data and file system data, each file trans-
fer section of a communications sequence can include com-
mands indicating the beginning and the end of the section. For
example, file transfer section 210 can include the command
Startfile( ) 212 at the beginning of section 210 and the com-
mand Endfile( ) 218 at the end of section 210. In accordance
with some embodiments of the invention, such commands
can be sent to a device on a sideband communications chan-
nel. For example, a device (e.g., device 150) can receive
commands Startfile( ) 212 and Endfile( ) 218 on a sideband
communications channel and operate based, at least in part,
on the commands.

In some embodiments, communications circuitry 160 in
device 150 can identify the commands in a sideband commu-
nications channel and operate accordingly. For example,
communications circuitry 160 may delete the contents of
memory 162 when communications circuitry 160 receives a
Startfile( ) command 212. In another example, communica-
tions circuitry 160 may provide a serial number to host 110
when communications circuitry 160 receives a command
requesting information about device 150.

In accordance with some embodiments of the invention, a
device can selectively move received data based on com-
mands received on a sideband communications channel. In
some embodiments, a device can store received data (e.g.,
FileSystemDatal 214 and FileDatal 216) in a buffer memory
until receiving a command on a sideband channel indicating
the end of a file transfer section (e.g., command Endfile( )
218) and then transfer the data to a storage component in the
device. In the context of system 100, device 150 can store
received data in memory 162 until communications circuitry
160 receives a command on a sideband channel indicating the
end of a file transfer section. Once device 150 receives such a
command, device 150 can transfer the data stored in memory
162 to storage component 152. If the communications inter-
face is disconnected during the file transfer section (e.g., a
cable is unplugged), the device may not receive a command
indicating the end of the file transfer section. In this situation,
any data stored in buffer memory can be considered incom-
plete and the data can be deleted. Accordingly, file corruption
may be minimized because commands provided on a side-
band communications channel ensure that only complete
units of data are stored on a storage component.

As previously explained, the most problematic file corrup-
tion can occur when file system data is incomplete. Given the
importance of file system data and practical limits on memory
size, a device may only store received file system data in a
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buffer memory in accordance with some embodiments of the
invention. For example, a device can store received file sys-
tem data (e.g., FileSystemDatal 214) in a buffer memory, but
immediately send any received file data (e.g., FileDatal 216)
to a storage component. In the context of system 100, device
150 can store received file system data in memory 162 but
send any file data directly to storage component 152. When a
command indicating the end of a file transfer section (e.g.,
command Endfile( ) 218) is received on a sideband commu-
nications channel, device 150 can then send the file system
data stored in memory 162 to storage component 152.
Accordingly, file system data stored in the storage component
of the receiving device may always be complete.

In accordance with some embodiments of the invention, a
communications sequence can include an eject section. For
example, the last section of communications sequence 200
can be eject section 250. An eject section can include data and
one or more commands for a host to transmit before termi-
nating a communications interface. For example, eject sec-
tion 250 can include the command Disconnect( ) 254 to notify
the receiving device (e.g., device 150) that the connection is
about to be terminated. In some embodiments, command
Disconnect( ) 254 may serve as a final command that effec-
tively terminates the communications interface between a
host and a device. Command Disconnect( ) 254 can be trans-
mitted to a device on a sideband communications channel.
Eject section 250 can also include FileSystemDataN 252
which is an updated set of file system data. FileSystemDataN
252 can be file system data that incorporates each file (i.e., file
1 through file N) that was transferred during communications
sequence 200. FileSystemDataN 252 can be transmitted to a
device on a primary communications channel. While FileSys-
temDataN 252 may be duplicative of the file system data
transferred in the last file transfer section 240 of communi-
cations sequence 200, transferring the file system data again
can decrease the chances of file corruption by ensuring that
the receiving device has complete file system data.

In some embodiments, an eject section can include a start
command at the beginning of the section and an end com-
mand at the end of the section. Start and end commands in the
eject section can function in a manner similar to the command
Startfile( ) 212 and the command Endfile( ) 218, as previously
explained. Accordingly, the commands can be used to ensure
any file system data transferred during the eject section (e.g.,
FileSystemDataN 252) is complete when it is stored in a
receiving device. For example, a start command can be pro-
vided before FileSystemDataN 252 and an end command can
be provided after FileSystemDataN 252.

It is understood that a software program running on a host
can select which particular files are transferred to a device,
and the exemplary data included in communications
sequence 200 is provided merely for illustrative purposes. For
example, a software program may allow auser to select one or
more particular files for transfer to a device and then generate
a communications sequence based on the user’s selections.
Moreover, a communications sequence can include file sys-
tem data beyond what is shown in communications sequence
200 without deviating from the spirit and scope of the inven-
tion. For example, each file transfer section of a communica-
tions sequence can include multiple file allocation tables
(e.g., FATO0 and FAT1) as well as directory information.

FIG. 3 includes communications system 300 in accordance
with some embodiments of the invention. System 300 can
include host 310, communications interface 330, and device
350. Host 310, communications interface 330, and device 350
can be substantially similar to, respectively, host 110, com-
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munications interface 130, and device 150, and the previous
description of the former can be applied to the latter.

Host 310 can include processor 312 (see, e.g., processor
112), communications circuitry 314 (see, e.g., communica-
tions circuitry 114), and file system 320 (see, e.g., file system
120). Host 310 can also include file system driver 322, block
command driver 324, and storage component 326 within file
system 320.

File system driver 322 can be coupled with processor 312,
storage component 326, and block command driver 324. Stor-
age component 326 can, for example, be a hard disk drive or
a solid-state drive (e.g., a flash drive) for storing data. File
system driver 322 can include circuitry for controlling the
operation of file system 320. File system driver 322 can
provide an interface between processor 312 and storage com-
ponent 326. For example, file system driver 322 can control
the flow of data between processor 312 and storage compo-
nent 326.

Block command driver 324 can be coupled with file system
driver 322 and communications circuitry 314. Block com-
mand driver 324 can facilitate the transfer of files to device
350. Block command driver 324 may have access to detailed
information about the file system in device 350. For example,
block command driver 324 can provide addresses of available
blocks in storage component 352 so that each file being trans-
ferred to device 350 may be sent to an available storage block.
In some embodiments, block command driver 324 can pro-
vide updated file system data to accompany a file being trans-
ferred. The updated file system data can incorporate a pointer
to the block address where the file may be eventually stored in
storage component 352 so that the file may be accessible by
device 350 after it is stored. For example, block command
driver 324 can use file system data corresponding to the
current content of storage component 352 (i.e., existing file
system data) to generate updated file system data. In some
embodiments, device 350 may send a copy of its existing file
system data to host 310 before block command driver 324
generates updated file system data. In other embodiments, file
system 320 may store a copy of the last set of file system data
sent to device 350, and that copy can be considered the exist-
ing file system data.

Communications circuitry 314 (see, e.g., communications
circuitry 114) can be coupled with processor 312 and block
command driver 324. Communications circuitry 314 can
include circuitry for communicating in accordance with a
USB protocol. In some embodiments, communications cir-
cuitry 314 can combine data from block command driver 324
and commands from processor 312 to generate signals for
transmission to device 350. For example, communications
circuitry 314 can provide data from block command driver
324 to device 350 on a primary communications channel and
commands from processor 312 to device 350 on a sideband
communications channel (see, e.g., discussion above regard-
ing communications circuitry 114, processor 112, and file
system 120).

Device 350 can include storage component 352 (see, e.g.,
storage component 152), communications circuitry 360 (see,
e.g., communications circuitry 160), and memory 362 (see,
e.g., memory 162). Device 350 can also include communica-
tions driver 364, processor 366, and file system driver 368
within communications circuitry 360.

Communications driver 364 can receive signals from host
310 through interface 330. In some embodiments, communi-
cations driver 364 can include circuitry for communicating in
accordance with a USB protocol. In some embodiments,
communications driver 364 can both receive signals from and
transmit signals to host 310 through interface 330.
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In addition to interface 330, communications driver 364
can be coupled with memory 362, processor 366, and file
system driver 368. Communications driver 364 can convert
received signals into various communications channels. For
example, communications driver 364 can convert received
signals into a primary communications channel and a side-
band communications channel. In some embodiments, com-
munications driver 364 can selectively route received file
system data to memory 362, received file data to file system
driver 368, and received commands to processor 366. In other
embodiments, communications driver 364 may route all
received data to memory 362 and any received commands to
processor 366.

Processor 366 can include any suitable processor for per-
forming software instructions. In embodiments where device
350 is a computer, processor 366 can include a central pro-
cessing unit. In other embodiments, processor 366 can
include any suitable processor (e.g., a microprocessor). Pro-
cessor 366 can run one or more software programs stored in
device 350. For example, processor 366 can run operating
system software that controls the general operation of device
350. Processor 366 can run application software stored in
device 350. For example, if device 350 is a portable media
device, processor 366 can run software for accessing media
stored in storage component 352 and then playing the media.

Processor 366 can be coupled with memory 362, commu-
nications driver 364, and file system driver 368. Processor
366 can control the operation of one or more portions of
device 350 based, at least partially, on commands received
from host 310 on a sideband communications channel.
Accordingly, processor 366 can control the storage of data in
memory 362 during a file transfer section and the transfer of
data from memory 362 to storage component 352 after the file
transfer section is finished. When processor 366 receives a
command indicating the beginning of a file transfer section
(see, e.g., command Startfile( ) 212), processor 366 can
instruct memory 362 to delete any data stored in memory 362.
When processor 366 receives a command indicating the end
of a file transfer section (see, e.g., command Endfile( ) 218),
processor 366 can instruct memory 362 to transfer any data
stored in memory 362 to file system driver 368.

File system driver 368 can be coupled with storage com-
ponent 352, memory 362, communications driver 364 and
processor 366. File system driver 368 can include circuitry for
controlling the operation of storage component 352. File
system driver 368 can provide an interface between storage
component 352 and other portions of device 350. For
example, file system driver 368 can regulate the flow of data
between memory 362 and storage component 352, commu-
nications driver 364 and storage component 352, and proces-
sor 366 and storage component 352.

FIG. 4 is a flowchart of a method 400 for minimizing file
corruption in accordance with some embodiments of the
invention. Method 400 can be performed by a communica-
tions system (see, e.g., communications system 100 or com-
munications system 300). In some embodiments, method 400
can be performed by a device in a communications system
that is receiving a file transfer (see, e.g., device 150 or device
350).

At step 410, received file system data can be stored in a
memory circuit. For example, a device can receive file system
data from a host and store the file system data in a memory
circuit (see, e.g., memory 162 or memory 362). The file
system data can be transmitted to a device on a primary
communications channel. In some embodiments, the file sys-
tem data can be generated by a file system in the host (see,
e.g., file system 120 or block command driver 324 within file
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system 320). The file system data can include, for example, a
file allocation table and/or directory information (e.g., infor-
mation about the contents of a directory). In some embodi-
ments, received storage block addresses associated with the
file system data can also be stored in the memory circuit.

At step 420, received file data can be stored in a storage
component. For example, the device can receive file data from
the host and store the file data in a storage component (see,
e.g., storage component 152 or storage component 352). The
file data can be transmitted to a device on a primary commu-
nications channel. In some embodiments, the file data can be
generated by a file system in the host (see, e.g., file system 120
or file system driver 322 within file system 320). The file data
can include, for example, data from a storage component in a
host (see, e.g., storage component 326). The file data can be
stored based on a storage block address received with the file
data. For example, circuitry in a host’s file system (see, e.g.,
block command driver 324) can generate a storage block
address corresponding to an available storage block in the
receiving device’s storage, and that address can be transmit-
ted to the device with the file data.

At step 430, an end command can be received indicating
that a file transfer section is finished. In some embodiments,
the end command can be received on a sideband communi-
cations channel. For example, the device can receive an end
command from a host on a sideband communications chan-
nel, and the end command can indicate that a file transfer
section is finished (see, e.g., command Endfile( ) 218). The
end command can be generated by a processor in the host
(see, e.g., processor 112 or processor 312) and transmitted to
the device.

At step 440, the received file system data can be transferred
from the memory circuit to the storage component based at
least on the receiving the end command. For example, the
device can transfer all of the received file system data from the
memory circuit to the storage component. Transferring the
received file system data can include overwriting old file
system data stored on the receiving device’s storage compo-
nent with the received file system data. Accordingly, the file
system data in the storage component can be updated to
incorporate the received file data. In embodiments where one
or more storage block addresses associated with the file sys-
tem data are stored in the memory circuit, the file system data
can be transferred to locations in the storage component that
are specified by the addresses. In some embodiments, if a
predetermined amount of time has elapsed and no end com-
mand has been received, it can be assumed that the file trans-
fer section was disrupted, and the data stored in the memory
circuit can be deleted.

In some embodiments, method 400 can include receiving
file system data on a primary communications channel prior
to the storing received file system data. Method 400 can also
include receiving file data on a primary communications
channel prior to the storing received file data.

In some embodiments, method 400 can include receiving,
on a sideband communications channel, a start command
indicating that a file transfer section is beginning and deleting
any data stored in the memory circuit before storing received
file system data in the memory circuit. For example, the
device can receive a start command on a sideband communi-
cations channel, and the start command can indicate that a file
transfer section is beginning (see, e.g., command Startfile( )
212). In response to the start command, the device can delete
any data stored in the memory circuit. In this manner, the
contents of the memory circuit may only include file system
data from the current file transfer section.
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FIG. 5 is a flowchart of a method 500 for minimizing file
corruption in accordance with some embodiments of the
invention. Method 500 can be performed by a communica-
tions system (see, e.g., communications system 100 or com-
munications system 300). In some embodiments, method 500
can be performed by a host in a communications system (see,
e.g., host 110 or host 310).

At step 510, file system data can be transmitted on a pri-
mary communications channel. For example, ahost can trans-
mit file system data to a device on a primary communications
channel. In some embodiments, the file system data can be
generated by circuitry in a host’s file system (see, e.g., block
command driver 324). The file system data can include, for
example, a file allocation table and/or directory information
(e.g., information about the contents of a directory). In some
embodiments, one or more storage block addresses associ-
ated with file system data can also be transmitted on the
primary communications channel.

At step 520, file data can be transmitted on the primary
communications channel. For example, a host can transmit
file data to a device on a primary communications channel. In
some embodiments, the file data can be generated by circuitry
in a host’s file system (see, e.g., file system driver 322). The
file data can include, for example, data from a storage com-
ponent in a host (see, e.g., storage component 326). In some
embodiments, a storage block address associated with the file
data can also be transmitted on the primary communications
channel. For example, circuitry in a host’s file system (see,
e.g., block command driver 324) can generate a storage block
address corresponding to an available storage block in the
receiving device’s storage component and that storage block
address can be transmitted on the primary communications
channel.

At step 530, an end command can be transmitted on a
sideband communications channel. The end command can
indicate that a file transfer section is finished. For example, a
host can transmit an end command to a device on a sideband
communications channel to notify the device that a file trans-
fer section is finished (see, e.g., command Endfile( ) 218). In
some embodiments, the end command can be generated by
circuitry in a host (see, e.g., processor 112 or processor 312).

In some embodiments, method 500 can also include trans-
mitting, on a sideband communications channel, a start com-
mand indicating that a file transfer is beginning. The start
command can be transmitted prior to the transmitting the file
system data. For example, a host can transmit a start com-
mand to a device on a sideband communications channel to
notify the device that a file transfer section is beginning (see,
e.g., command Startfile( ) 212). In some embodiments, the
start command can be generated by circuitry in a host (see,
e.g., processor 112 or processor 312).

It is to be understood that the foregoing is only illustrative
of the principles of the invention, that various modifications
can be made by those skilled in the art without departing from
the spirit and scope of the invention, and that the invention is
limited only by the claims that follow.

What is claimed is:

1. A method for minimizing file corruption during a file
transfer between a host device and a client device, wherein
primary and side channels exist between the host and client
devices, the method implemented in the client device, and the
method comprising:

storing received file system data temporarily in a client

device memory circuit, wherein the file system data
represents information about a file system of a storage
component, wherein the file system data is received over
the primary communications channel from the host
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device, and wherein the received file system data com-
prises a file allocation table pertaining to a file system of
the client;
storing received file data directly in the client device stor-
age component, wherein the file data is received over the
primary communications channel from the host device,
and wherein a size of the file data is too large to be
temporarily stored in the client device memory circuit;

receiving, at the client device, an end command, from the
host device, indicating that a file transfer section is fin-
ished, wherein the end command is received over the
side channel;
transferring the received file system data from the client
device memory circuit to the storage component based at
least on the receiving of the end command; and

receiving, on the sideband communications channel, a start
command indicating that the file transfer section is
beginning; and

based on the receiving the start command, deleting data in

the client device memory circuit before the storing the
received file system data in the client device memory
circuit.

2. The method of claim 1, further comprising receiving the
file system data on the primary communications channel prior
to the storing the received file system data.

3. The method of claim 1, wherein the transferring com-
prises overwriting old file system data stored on the storage
component with the received file system data.

4. The method of claim 1, wherein the file transfer section
comprises:

a start command indicating that the file transfer section is

beginning;
the file data;
the file system data; and
the end command.
5. A method for minimizing file corruption during a file
transfer between a host device and a client device, the method
comprising:
transmitting file system data on a primary communications
channel from the host device to the client device,
wherein the file system data represents information
about a file system of a storage component of the client
device, the file system data comprising a file allocation
table of the storage component of the client device;

transmitting file data on the primary communications
channel from the host device to storage component of
the client device, wherein a size of the file data is too
large to be temporarily stored in the client device
memory circuit;

transmitting, on a sideband communications channel, from

the host device to the client, an end command indicating
that a file transfer section is finished; and

transmitting, on the sideband communications channel, a

start command indicating that the file transfer section is
beginning prior to the transmitting the file system data,
wherein the start command causes the client device to
delete data stored in its memory circuit before storing
the received file system data temporarily in its memory
circuit, when the size of the file data is not too large.
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6. The method of claim 5, wherein the file transfer section
comprises:

a start command indicating that the file transfer section is

beginning;

the file data;

the file system data; and

the end command.

7. A file transfer system for minimizing file corruption
during a file transfer, the system comprising:

a host configured to transmit file system data and file data
on a primary communications channel and commands
on a sideband communications channel to a client
device, wherein the file system data represents informa-
tion about a file system of a storage component of the
client device, and wherein the client device provided
information on its file system to the host prior to trans-
mission of any file system data and file data; and

the client device coupled to the host, the client device
comprising:
the storage component configured to store the file data

when the file data is received from the host on the
primary communications channel; and
a memory circuit coupled to the storage component and
configured to temporarily store the file system data
received from the host on the primary communica-
tions channel until the device receives, on the side-
band communications channel, an end command
indicating that a file transfer section is finished,
wherein the device is configured to transfer the file
system data from the memory circuit to the storage
component when the device receives the end com-
mand; and
a processor operative to:
receive, on the sideband communications channel, a
start command indicating that the file transfer sec-
tion is beginning; and
based on the receiving the start command, delete data
in the memory circuit before storing the received
file system data in the memory circuit.

8. The system of claim 7, wherein the file system data
includes a file allocation table.

9. The system of claim 7, wherein the file system data
includes directory information.

10. The system of claim 7, wherein the host comprises:

a processor configured to generate the end command;

a block command driver configured to generate the file

system data and the file data; and

communications circuitry coupled to the processor and the
block command driver and configured to transmit the file
system data and the file data on the primary communi-
cations channel and the end command on the sideband
communications channel.

11. The system of claim 7, wherein the client device further
comprises communications circuitry coupled to the memory
circuit and the storage component, the communications cir-
cuitry configured to receive the file data and the file system
data on the primary communications channel and the end
command on the sideband communications channel from the
host.



